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# International, Regional and National Commitments and Legislation on Sexual Exploitation of Children

<table>
<thead>
<tr>
<th>Status of ratification of relevant international and regional instruments, reporting to human rights bodies and engagement with the special procedures of the Human Rights Council</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>International Instruments</strong></td>
</tr>
<tr>
<td>Optional Protocol on a Communication Procedure - 2011</td>
</tr>
<tr>
<td>ILO Convention on the Worst Forms of Child Labour - 1999 (No. 182)</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Regional Instruments</strong></th>
<th><strong>Date of ratification/accession</strong></th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th><strong>Human Rights Bodies</strong></th>
<th><strong>Date of latest submitted report</strong></th>
<th><strong>Comments</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Committee on the Rights of the Child (OPSC review)</td>
<td>5 October 2012</td>
<td>Due date: 2004</td>
</tr>
</tbody>
</table>
General Issues Related to Children’s Rights

The Civil Code of Cambodia defines minors as “persons under the age of eighteen”. Although Cambodia’s legislation contains alternative terminology for persons under the age of 18 years (e.g. Labour Law uses the word adolescent for children aged fifteen and over, the Civil Code, the Code of Criminal Procedure and the Law on Suppression of Human Trafficking and Sexual Exploitation define them as minors), this does not hamper the legal protection of child victims of online child sexual exploitation and abuse, as described below.

The age of sexual consent is 15 years for both boys and girls. Furthermore, Cambodia does not have a close-in-age exemption allowing exceptions for consensual sexual activities among peers and the legislation does not provide criteria to determine whether the consent of sexual activities between children is voluntary, well informed and mutual. However, Article 44 of the Law on Suppression of Human Trafficking and Sexual Exploitation contains an exemption from punishment for persons under the age of 15 years who have sexual intercourse or commit an indecent act against a child under 15 years.

The legal working age is 15 years for boys and girls and 18 years for hazardous forms of labour which could affect the health, safety or morality of the children. Additionally, the law permits children aged 12-15 to engage in light work, provided that the work is not hazardous to their health or development and does not affect their regular attendance in schools or participation in vocational training or guidance programmes. The age of criminal responsibility is set at 18 years and the legal age of marriage is 18 years for both boys and girls, or 16 years with parental or guardian consent for both genders if one of the parties has attained the age of majority and the other party is a child at least 16 years of age.

Online Child Sexual Abuse and Exploitation

One of the main instruments related to OCSEA is the Law on Suppression of Human Trafficking and Sexual Exploitation (TIPSE) passed on 20 December 2007, which contains a number of criminal provisions with the aim of supressing the acts of human trafficking and sexual exploitation. **Child sexual abuse material** is referred to as “child pornography” in its Article 40 and it is defined as “a visible material such as a photograph or videotape, including a material in electronic form, depicting a minor’s naked figure which excites or stimulates sexual desire”. The reference to excitement or stimulation of sexual desire can lead to impunity for crimes against children due to the difficulty of proving this circumstance at the time of the commission of the crime. Moreover, this definition does not cover child sexual abuse materials that are **audio and/or written material**. This definition is also unclear regarding **virtual child sexual abuse material**, which involves computer/digitally generated child sexual abuse material including realistic images of non-existent children. In addition, the definition contained in the TIPSE law does not comprise child sexual abuse material that **depicts a person appearing to be a minor** engaged in sexually explicit conduct, nor does it incorporate images of the sexual parts of a child’s body for primarily sexual purposes, and therefore, it is only partially in line with Article 2(c) of the OPSC as it does not issue a comprehensive definition of child sexual abuse material. However, in an attempt to clarify the definition of child sexual abuse material, the Cambodian Ministry of Justice stated in an explanatory note that such “visible material” includes photographs, drawings, texts, videos and movies in any physical or electronic form, and may also contain audio content that is pornographic in nature.

According to paragraph one of Article 41 of the TIPSE Law, “a person who **distributes, sells, leases, displays, projects or presents** in a public place, child pornography shall be punished with imprisonment from 2 to 5 years and a fine from 4,000,000 to 10,000,000 riels” (approx. US$987 to US$2,469 as of March 2021). The same punishment is stipulated in paragraph two for “a person who possesses, transports, imports, or exports a child pornography” for the purpose of using it as described in paragraph one. Additionally, producing child sexual abuse material carries an offence punishable by 5 to 10 years of imprisonment, and 10 to 20 years when child sexual abuse material is produced with the purpose of making it available. Therefore, crimes described in Article 41 of the TIPSE law carry penalties that reflect their grave nature.

Notwithstanding, Article 41 of the TIPSE Law does not criminalise the offence of **knowingly obtaining access** to child sexual abuse material nor the offence of **mere possession of child sexual abuse material** without the intent to distribute it. Correspondingly, Article 41 of the TIPSE Law does not criminalise the distribution, sale, lease, display, projection or presentation of child sexual abuse material in private places.

---

nor the intentional consumption, access and viewing of such materials in the online environment or through the use of communication and information technologies.

The attempt at committing the above-mentioned crimes is criminalised according to Article 4 of the TIPSE law. The Criminal Code defines attempt in its Article 27 and states that it will be punished if the perpetrator has started to commit the offence, that is, they have committed acts which lead directly to the commission of the offence; and the perpetrator did not stop their acts voluntarily, but was interrupted solely by circumstances beyond their control. The Criminal Code also contains a provision that criminalises sexual harassment and defines it as the “abuse by one person of the authority conferred by his or her functions against another person for the purpose of applying pressure repeatedly in order to obtain sexual favours”. According to this definition, the bullying of children through online sexual harassment can be prosecuted. The punishment provided for this crime is the penalty of imprisonment from six days to three months and a fine of between 100,000 Riels and 500,000 Riels (approx. US$25 to US$123 as of March 2021), a punishment that clearly does not reflect the grave nature of the crime. Besides, the attempt to commit sexual harassment carries the same punishment.

Further, although the Criminal Code does not prohibit the online solicitation of children for sexual purposes (online grooming) as a standalone offence, it does criminalise “the arrangement, by an adult, of meetings involving indecent exposure or sexual relations at which minors are present or participate”. As stipulated in article 346 of the Criminal Code, it carries a penalty of imprisonment from 1 to 5 years and a fine from 2,000,000 to 10,000,000 Riels (approx. US$494 to US$2,469 as of March 2021). The punishment contained in this provision fails to address the difference if children are present or if they are involved in the sexual relation or exposure.

With reference to other OCSEA-offences, the law does not include any provisions criminalising the offline or live streaming of child sexual abuse, the recruitment or coercion of children into participating in pornographic performances, attending pornographic performances, or the sexual extortion of a child. Moreover, Cambodian legislation does not provide for the exclusion of a child’s criminal liability for sexting. These omissions create a paramount legal gap in the protection of children from online sexual exploitation and abuse in Cambodia.

A recent advancement in the protection of children is the Action Plan to Prevent and Respond to Violence Against Children 2017-2021 (“Action Plan”), announced in December 2017 by the Government of Cambodia as a response to the results of the Cambodia Violence Against Children Survey conducted in

---

According to this plan, the Ministry of Justice is obligated to expand the definition of child sexual abuse material under the Anti-Trafficking Law to mirror the definition contained in the OPSC and to amend Article 41 of this law to criminalise all forms of possession of child sexual abuse material. In addition, the Ministry is tasked with introducing new legal provisions in Draft Law on Cybercrime Law to protect children from online sexual exploitation, including sexual extortion, sexting and live streaming of child sexual abuse in real time and in the Criminal Code to criminalise acts of non-physical sexual abuse and grooming.

Currently, the Cambodian legislation does not include any provisions on the ignorance of the age of the victim therefore, it is not clear whether offenders can excuse their conduct based on this excusatory cause.

In order to stop online crimes, the Government of Cambodia is currently reviewing a draft law on cybercrime, initiated in 2012, which would criminalise various manifestations of OCSEA, including the offences of: producing child sexual abuse material for the purpose of its distribution through a computer system, offering or making available child sexual abuse material through a computer system, distributing or transmitting child sexual abuse material through a computer system, procuring child sexual abuse material through a computer system for oneself or for another person, and possessing child sexual abuse material in a computer system or on a computer-data storage medium. According to Article 27, the above-mentioned offences carry imprisonment from 1 year to 3 years and fines from 2,000,000 Riel to 10,000,000 Riel (approx. US$493 to US$2,469 as of March 2021). The attempt to commit any of the above-mentioned offences carries the same punishment.

Conjointly, the current draft on the Cybercrime Law also contains a definition of ‘child pornography’ that includes “pornographic material that visually depicts: a) a minor engaged in sexually explicit conduct; b) a person appearing to be a minor engaged in sexually explicit conduct; c) realistic images representing a minor engaged in sexually explicit conduct”. Even if this provisional definition is wider than the one provided in the TIPSE Law, it still partially fails to comply with international standards as it does not

---

27 The legislation is currently being drafted, and as recently as December the Ministry of Interior had the latest of 20 such meetings while conducting their “preliminary review”. It is unclear, however, when this legislation will be completed. Southeast Asia Globe. (2020). Child Abuse-The Online Threat.
explicitly cover other means and other forms of child sexual abuse material such as audio and written material, and it is unclear regarding virtual material.

It is also important to address the fact that Cambodia has no laws, policies or practices that require Internet Service Providers (ISPs) to filter, block and/or remove any child sexual abuse material and report individuals or companies who disseminate, trade or distribute child sexual abuse material. Reportedly, the blocking of child sexual abuse material occurs via informal communications between government officials and ISPs. According to the Action Plan to Prevent and Respond to Violence Against Children 2017-2021, the Ministry of Justice is tasked with adding a new article to the Draft Law on Cybercrime Law to ensure that the law enforcement agencies have the authority to block content of any online platform that contributes to, promotes or facilitates OCSEA. Furthermore, in November 2019, the Government enacted the Law on Electronic Commerce. The fifth chapter of this Law covers potential liabilities of e-commerce service providers and intermediaries, possibly including foreign entities for third-party content and content takedown requests. This could potentially be applicable to content relating to OCSEA.

Furthermore, in 2012, the Government of Cambodia issued a Circular on Preventive Measures on Certain Illegal Activities in the Business of Internet Café Service stipulating that cyber cafes cannot be used by guests to access child sexual abuse material or to commit crimes such as inter-border sexual exploitation. Notwithstanding, there are no provisions for cybercafés owners in the Draft Law on Cybercrime to report and prevent cases of OCSEA, and the only provisions that could affect their activities are related to the preservation and copying of computer data and traffic data during a criminal investigation, as well as rules on the search and seizure of computer data, and interception or the recording of communications carried out by means of computer systems.

35 Ibid., item 4.
Extraterritoriality and Extradition

The Criminal Code provides for territorial jurisdiction over crimes committed on Cambodian territory, as well as for extraterritorial jurisdiction for crimes committed by Cambodian nationals abroad (active personality principle), or when the victim is a national from Cambodia (passive nationality principle). The principle of double criminality applies only for misdemeanours committed by Cambodian nationals in a foreign country, but not for felonies. According to the Criminal Code, a felony is an offence for which the maximum sentence of imprisonment incurred is life imprisonment or imprisonment for more than five years, but no more than thirty years. Next in order, a misdemeanour is an offence for which the maximum sentence of imprisonment incurred is more than six days, but no more than five years. Since most OCSEA offences are misdemeanours, the principle of double criminality applies in cases where they are committed by Cambodian nationals outside Cambodia.

Similarly, the TIPSE Law, applicable to the crimes included in it, comprises a clause stating that it applies to crimes committed in the territory of the Kingdom of Cambodia, to crimes committed outside the territory of Cambodia by a Khmer citizen and to offences committed outside the territory of Cambodia by a foreigner if the victim is a Khmer citizen at the time of commission of the offence.

The Draft Law on Cybercrime also provides for extraterritorial jurisdiction over crimes committed inside Cambodia and over crimes committed inside or outside Cambodia which affect legal and natural persons or interests of Cambodia.

In relation to extradition, the Constitution states in its Article 33 that a “Khmer citizen shall not be deprived of his/her nationality, exiled, or arrested to be extradited to a foreign country, except in case of mutual agreement”. Accordingly, the Code of Criminal Procedure allows extradition of foreign residents in the territory of Cambodia and declares that “the extradition of a foreign resident who has been arrested in the territory of the Kingdom shall be governed by the provisions of international conventions and treaties ratified by the Kingdom of Cambodia.” Cambodia has signed extradition treaties with Thailand, China, Laos and Russia. According to these agreements, most OCSEA-related offences are extraditable.

---

offences. If there is no such treaty or Convention, the provisions laid in the Code of Criminal Procedure apply. The Code of Criminal Procedure also includes the principle of double criminality by stating that “an extradition may be made only if the prosecuted facts against the wanted person constitute an offence under the laws of both the requesting State and the Kingdom of Cambodia.” Further, these provisions would be applicable to cybercrime offences as incorporated in Article 36 of the Draft Law on Cybercrime.

It is noteworthy that the OPSC, to which the country is a party, specifically sets forth, in its article 5.2 that in the absence of an extradition treaty, a State Party may consider the OPSC as a legal basis for extradition. Therefore, in the absence of any extradition treaty, the provisions of the OPSC could also be taken into consideration by the Cambodian government to extradite OCSEA offenders.

---


Other OCSEA-Related Provisions

Article 48 of the TIPSE Law establishes the **confiscation** of any equipment, materials or objects used to commit or to facilitate offences in this law, as well as the proceeds or the properties that resulted from those offences.\(^{54}\) This would therefore also apply to those whose conduct is criminalised by Article 41 in relation to child sexual abuse material.

**Legal entities** are liable for the offences committed on their behalf by their organs or their representatives, as stated in Article 42 of the Criminal Code\(^{55}\) and Article 4 of the TIPSE Law.\(^{56}\) The Draft Law on Cybercrime also incorporates a provision on the liability of legal entities that commit any of the regulated cybercrimes, and adds a list of applicable accessory penalties.\(^{57}\)

Cambodia’s legislation does not include any provisions for the establishment of a national **sex offender registry**, nor any provisions on **recidivism** of OCSEA offenders. Further, Cambodian law does not prohibit **advertising or promoting** OCSEA offences.

The Criminal Code does not include a general prohibition to **hold positions involving or facilitating contact with children** for convicted sex offenders, but this prohibition can be imposed in respect of the offences defined in Articles 250 and 346 of the Criminal Code as stated in its Articles 252(2) and 349(2) respectively, only if the offence was connected to the profession.\(^{58}\) Plus, according to the Draft Law on Cybercrime, the prohibition to hold positions involving or facilitating contact with children is not listed among the accessory penalties which can be imposed to OCSEA offenders.\(^{59}\)

According to the Draft Law on Cybercrime, ISPs will have the obligation to **preserve computer and traffic data** during a criminal investigation if ordered by the prosecutor,\(^{60}\) but the draft law does not include any provisions to ensure that the principle of best interests of the child is followed.

---


Access to Justice and Remedies

National complaint mechanisms and reporting

Reporting OCSEA related cases by professionals working with children and institutions is not mandatory by law, nor is it for private citizens.

The national legislation does not establish a system for receiving and addressing reports, including protection mechanisms for those who report OCSEA-related crimes. The Code of Criminal Procedure includes three articles on the initiation of criminal actions or complaints by prosecution and victims, but it does not include any provision on the presentation of an anonymous complaint as sufficient evidence to open an investigation.

According to Article 122 of the Code of Criminal Procedure, a judicial investigation is mandatory for a felony, but it is optional for a misdemeanour. Since most of OCSEA-related crimes are misdemeanours, Public Prosecutors do not have the duty to initiate investigations of those OCSEA crimes ex-officio.

According to the Code of Criminal Procedure, the time limitation for the prosecution of OCSEA offences is fifteen years for a felony, and five years for a misdemeanour. This means that the misdemeanours contained in Article 250 and 346 of the Criminal Code have a statutory limitation of five years, as do child sexual abuse material-related crimes as stipulated in Article 27 of the Draft Law on Cybercrime, and distributing, selling, leasing, displaying, projecting or presenting child sexual abuse material in a public space, as well as possessing, transporting, importing or exporting child sexual abuse material for the offences stipulated before, as laid down on Article 41 of the TIPSE Law. On the other hand, producing child sexual abuse material, including for the purpose of use in the commission of any of the above-mentioned offences, has a time limitation of fifteen years for their prosecution.

Child-sensitive justice

The only clause which involves any protection of children is Article 49 of the TIPSE Law on the concealment of the victim’s identity. According to this provision, mass media cannot publish, broadcast or disseminate any information which can lead to the revelation of the victim’s identity. Similarly, the Law on the Press, that applies to print media, prohibits in its Article 15 the disclosure of information, photographs or drawings which may make it possible for readers to identify or know the name of a children in any civil or criminal suit. However, there are no provisions on the protection of child victims and their families or witnesses from retaliation and intimidation, nor on the safety and integrity of those who are involved in helping child victims.

In 2007, the Cambodia National Council for Children (CNCC) issued a Guideline for the Protection of the Rights of Trafficked Children, aiming to ensure that the principle of best interest of the child is respected in all actions concerning trafficked children. The Guideline, that applies to trafficked children, includes child trafficking for the purpose of production and dissemination of child sexual abuse material and contains recommendations for assessing special protection measures, conducting child-friendly interviews, ensuring confidentiality or conducting criminal proceedings, among others.

In 2008, the Ministry of Justice passed a Prakas on the Use of Court Screen and Courtrooms TV-Linked Testimony from Child/Vulnerable Victims or Witnesses aiming to provide a safe and supportive environment in which a child can share information regarding their experience that minimises trauma and threats to their personal safety and in accordance with the developmental level of the child. This Prakas sets courts screens as a primary protective measure in all cases involving children, and TV-linked testimony in cases where special protection is needed. According to the regulation, the testimony of a child should be held in camera, children can be accompanied by a court-approved support person and the Court must ensure that there is a comfortable environment for the child. The Ministry of Justice also produced instructional videos for child victims and witnesses about the role and functions of criminal justice actors.

More recently, in 2016, the Government issued the Guidelines on the Forms and Procedures for Identification of Victims of Human Trafficking for Appropriate Service Provision which provides for, inter alia, certain ethics to be followed while interviewing the victims. According to the guidelines, “If a victim is a minor, a child-friendly methodology shall be used with the presence of his/her parent (s) or guardian (s) or legally authorised officials or adult (s) trusted by the child so that they can witness and create a...

---

68 A Prakas is a regulation adopted by a Ministry of Cambodia.
75 Committee on the Rights of the Child. (2014). Consideration of reports submitted by States parties under article 12, paragraph 1, of the Optional Protocol to the Convention on the Rights of the Child on the sale of children, child prostitution and child pornography, CRC/C/OPSC/KHM/1, paragraph 42.
comfortable environment; however, the presence of the person(s) suspected of involving in the offence (s) shall not be allowed”. 76

In 2014, the Government issued a Guideline for Applying Child Participation to promote quality child participation at subnational, national and international levels on relevant issues or concerns affecting children. 77 The guideline aims to facilitate child participation processes by stating key principles 78 that should be implemented and steps to follow in each of the stages of the process: pre-event, during-event and post-event. 79 The guideline does not include any provisions on the access to psychological assistance or free legal aid, but considers the creation of a support team to facilitate child participation smoothly in the event. Representation of children is addressed in the guideline and it also includes clauses on the arrangement of a friendly environment for children, the information given to children, the children’s safety and on a process for children to express their personal view on the discussion. 80

Child victims from poor families have access to legal aid through the Legal Aid Department of the Bar Association of Cambodia. 81 However, there is no comprehensive law that regulates legal aid in Cambodia. Due to increasing demands, the services provided by the Bar Association have proved to be insufficient. However, there are legal provisions in Cambodia to ensure that NGOs can assist or support victims, at their request, during the investigation and legal proceedings, and legal aid NGOs play a significant role in supporting children in these proceedings. 82

Finally, under the Action Plan to Prevent and Respond to Violence Against Children 2017-2021, the Ministry of Justice is tasked with developing and implementing pre-service and in-service training modules for judges and prosecutors on managing cases involving child victims, witnesses, and offenders relating to, among other things, online child sexual exploitation. 83 The Ministry is also tasked with strengthening the implementation of child-friendly procedures. 84

Despite improvements in the child protection system in Cambodia, the actual implementation is quite dismal and requires further attention. Reports have shown that the professionals working in the criminal justice system are ill-equipped to handle children’s cases effectively.

Access to recovery and reintegration
The Cambodian legislative system lacks a comprehensive child protection law and any provisions on recovery and reintegration of child victims of OCSEA across its legislation, as required by Article 19 of the United Nations Convention on the Rights of the Child. The Law on Suppression of Human Trafficking and Sexual Exploitation does not include the obligation to address the need for additional measures to protect children from further harm nor to provide support to guarantee their recovery and reintegration.

The Government implemented a 24-hour helpline platform to inform the public where children can receive assistance, be referred to support services, or lodge complaints related to human trafficking and sexual exploitation. In order to fully ensure the mental, physical and moral development of children, including child survivors of online sexual exploitation and abuse, the Government of Cambodia has issued a number of Sub-Laws in the form of Prakas, Guidelines or Circulars. In 2009, the Ministry of Social Affairs, Veterans and Youth Rehabilitation (MoSVY) approved the Prakas No. 852 on the Implementation of the Policy on the Rights of Victims of Human Trafficking, that includes the recovery and reintegration of victims, including child victims of sexual abuse and exploitation.

During the same year, the MoSVY approved the Prakas No. 857 on Minimum Standards for the Protection of the Rights of Victims of Human Trafficking, a regulation that includes recovery and reintegration in the case management process provided for service workers. In 2011, the MoSVY issued the Prakas No. 2280 on Procedures to Implement of the Policy on Alternative Care for Children that includes the protection, care and support of “abused and exploited children”. However, in 2015, the CRC Committee stated that “the State party’s recovery and reintegration measures are limited to victims of trafficking and do not adequately take into account the needs of child victims of offences covered under the Optional Protocol, especially at the commune level, owing to a lack of resources and insufficient number of adequately trained staff and officials”. It also confirmed “the absence of State-run rehabilitation and reintegration programmes and that social reintegration and assistance are tasks carried out mainly by non-

governmental organisations and United Nations agencies, with insufficient involvement and support from the Police and the Ministry of Social Affairs, Veterans and Youth”.  

A recent advancement in the protection of children was the Action Plan to Prevent and Respond to Violence Against Children 2017-2021 (“Action Plan”) announced in December 2017 by the Government of Cambodia as a response to the results of the Cambodia Violence Against Children Survey conducted in 2013. The Action Plan declares that the “activities outlined (...) are designed to help support efforts in Cambodia to develop and implement effective child-friendly prevention strategies, as well as to improve service provision for all Cambodians, especially for children, both boys and girls, who experience violence”. The Action Plan provides a number of activities relevant to the recovery and reintegration of child victims, such as the development of a centralised referral mechanism that coordinates social and mental health services for children identified in child protection cases (8.3.1) or the development of child-friendly standard operating procedures/protocols for handling all cases and reports of violence against children for social service institutions and workers (8.4.1).

Access to compensation

Child victims can seek compensation in civil or criminal proceedings, as enshrined in Title 3 of the Code of Criminal Procedure, whether the injury is physical or psychological. A civil action can be brought in conjunction with a criminal action that is before a criminal court or independently before a civil court, though it will be suspended until the final decision on the criminal action has been made. The civil action can be filed on behalf of a child victim by their legal representative.

According to the Code of Criminal Procedure, “an injury can be compensated by paying damages, by giving back to the victim the property that has been lost or by restoring damaged or destroyed property to its original state”. In any case, “the damages shall be proportionate to the injury suffered”. The Code of Criminal Procedure also includes the possibility of imprisonment in lieu of payment if requested by a civil

party after proving that all means of enforcement had been used, such as seizing personal or real property. However, the offender remains a debtor of the amount due.

Additionally, Article 46 of the TIPSE Law includes a specific clause on restitution of unjust enrichment by stating that “a person who obtains enrichment without a legal cause knowing that the enrichment has been obtained from the act of selling/buying or exchanging a person or sexual exploitation shall be liable for restitution of the whole unjust enrichment along with accrued interests”. According to this clause, a child victim of OCSEA can claim damages in addition to the restitution of such unjust enrichment.

Nevertheless, Cambodian legislation does not provide a mechanism which ensures the payment of such compensation, such as through country-managed funds, so that child victims of OCSEA have no guarantees that the perpetrator of the crime will indeed pay. The absence of a law enforcement mechanism can result in delays in the payments, thereby failing to comply with Articles 8 (g) and 9 (4) of the OPSC.

Further, “out-of-court settlements” are a widespread practice in Cambodia where an offender may negotiate extra-judicial agreements with the children’s family. These settlements often end up with the victim dropping the charges against the offender and receiving less financial compensation than the victims are entitled to by law. This form of conciliation is facilitated by corrupted law enforcement officials, including police.

---